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Stockton University is committed to data privacy and in providing its learners with privacy and 
protection.  

Stockton University partners with D2L for all transaction payments for continuing education. D2L is 
a global learning innovation company helping organizations reshape the future of education and 
work. D2L are PCI compliant to keep all payment data secure. The PCI DSS (or “Payment Card 
Industry Data Security Standard”) is a set of security standards and requirements designed to 
protect cardholder data and sensitive payment card information. It protects both consumers and 
the payment card industry from the risk of data breaches, theft, and fraud. The PCI DSS includes a 
set of requirements that cover various aspects of information security, including network security, 
access control, data encryption, and regular security testing. 

Compliance and annual re-attestation with the PCI DSS is required for all companies that accept, 
process, store, transmit or that could affect the security of payment card data and transactions. 

• Identifiable information is gathered, such as name, address and credit card number 
during a transaction to process payment and all transactions adhere to PCI DSS 
guidelines 

• Stockton University does not share information with third parties 
• No participant information is shared or sold to third parties. 
• Any personal information including name, address, and email address on course 

documents are stored for at least 4 years after each offering as per ASHA guidelines 
• At course registration and sign in we ask for current email address to ensure we have 

accurate information on file 

 

 


